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Maritime Administration 
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I. General Provisions

 

1. These Regulations prescribe the procedures for the recognition, certification and supervision of activities of recognised organisations (hereinafter – organisations).

 

2. The functions of the State joint stock company “Maritime Administration of Latvia” in the field of the recognition, certification and supervision of activities in accordance with these Regulations shall be performed by the Ship and Port Security Inspectorate of the State joint stock company “Maritime Administration of Latvia” (hereinafter – Ship and Port Security Inspectorate).

 

3. In accordance with these Regulations the Ship and Port Security Inspectorate shall supervise the observance of the following regulatory enactments (hereinafter – security requirements):

3.1. Regulation (EC) No. 725/2004 of the European Parliament and of the Council of 31 March 2004 on enhancing ship and port facility security (hereinafter – Council Regulation No. 725/2004); 

3.2. Chapter XI-2 of the International Convention for the Safety of Life at Sea 1974 with further amendments (hereinafter – SOLAS Convention);

3.3. the International Ship and Port Facility Security Code (hereinafter – ISPS Code);

3.4. regulatory enactments of Latvia related to ship, port and port facility security (for example, these Regulations, the Maritime Administration and Marine Security Law, the Law On Ports).

 

4. Within the meaning of these Regulations:

4.1. ship-port interaction – the interaction as defined in Paragraph 8 of Regulation 1 of Chapter XI-2 of the SOLAS Convention; and

4.2. ship-ship interaction – the interaction as defined in Paragraph 10 of Regulation 1 of Chapter XI-2 of the SOLAS Convention.

 

II. Recognition and Certification of Organisations

 

5. The State joint stock company “Maritime Administration of Latvia” shall recognise an organisation by issuing the Certificate of Compliance of Recognized Security Organization (hereinafter – the Certificate of Compliance) (Annex 1) for the performance of one or several activities:

5.1. for the performance of supervisory functions in accordance with Sub-paragraph 4.3, Part B of the ISPS Code;

5.2. for the provision of consulting services in accordance with Sub-paragraph 4.4, Part B of ISPS Code;

5.3. for the performance of port security functions in accordance with regulatory enactments regarding port security;

5.4. for the provision of consulting services in the field of port security in accordance with regulatory enactments regarding port security; and

5.5. for training of personnel of ships, shipping companies, ports and port facilities.

 

6. The Certificate of Compliance is a document which attests the compliance of a merchant with the security requirements included in Sub-paragraph 4.5, Part B of ISPS Code and in these Regulations, as well as with the good practice in accordance with recommendation documents of the International Maritime Organisation. Minimum requirements for the recognised security organisations have been specified in Annex 2 to these Regulations. 

 

7. A merchant wishing to receive a Certificate of Compliance shall submit a submission to the Ship and Port Security Inspectorate indicating the activities which it wants to certify.

 

8. The following shall be appended to the submission:

8.1. a copy of the registration certificate of the merchant issued by the Enterprise Register (presenting the original); and

8.2. the documents attesting the compliance of the merchant with the requirements referred to in Annex 2 to these Regulations (for example, a review of the merchant’s previous operation, the strategy for the future operation, a list of employees and documents attesting their qualification, documents of the quality system).

 

9. After receipt of the documents referred to in Paragraphs 7 and 8 of these Regulations, the Ship and Port Security Inspectorate shall assess the information specified therein and take one of the following decisions:

9.1. regarding the issuance of the Certificate of Compliance for the performance of all activities referred to in the submission;

9.2. regarding the issuance of the Certificate of Compliance for the performance of one activity referred to in the submission or for the performance of several separate activities referred to in the submission; or

9.3. regarding the refusal to issue the Certificate of Compliance.

 

10. If necessary, a port and ship security inspector shall request a merchant to provide additional information attesting the compliance of the merchant with the requirements referred to in Annex 2 to these Regulations. In such case the adoption of the decision referred to in Paragraph 9 of these Regulations shall be suspended until the receipt of additional information.

 

11. In order to assess the information specified in the submitted documents, the Ship and port Security Inspectorate has the right to invite experts in the field of security of ships, ports and port facilities, as well as in the field of seafaring.

 

12. The Ship and Port Security Inspectorate shall take the decision referred to in Sub-paragraph 9.2 of these Regulations if, upon assessment of the submitted documents, it has been concluded that the Certificate of Compliance may be issued to a merchant for the performance of only one activity referred to in the submission or for the performance of several separate activities referred to in the submission.

 

13. The Ship and Port Security Inspectorate shall take a decision regarding the refusal to issue the Certificate of Conformity if:

13.1. the documents submitted by a merchant are incomplete (the content thereof prevents to make conclusions regarding the compliance of the merchant with the requirements referred to in Annex 2 to these Regulations) and upon submission of additional information in the cases referred to in Paragraph 10 of these Regulations, the merchant has not eliminated the deficiencies;

13.2. a merchant has provided false information; or

13.3. it is determined that a merchant does not comply with the requirements referred to in Annex 2 to these Regulations.

 

14. The decision of the Port and Ship Security Inspectorate may be contested after the taking thereof in accordance with the procedures specified in the Administrative Procedure Law by submitting a respective submission to the State joint stock company “Maritime Administration of Latvia”. The State joint stock company “Maritime Administration of Latvia” may appeal the decision to the court in accordance with the procedures specified in the Administrative Procedure Law.

 

15. If the Ship and Port Security Inspectorate takes the decision referred to in Sub-paragraph 9.1 or 9.2 of these Regulations, it shall also prepare the Certificate of Compliance for the issuance together with the decision.

 

16. The Certificate of Compliance shall be issued for five years.

 

17. The period of validity of the Certificate of Compliance shall begin from the day of taking the decision referred to in Sub-paragraph 9.1 or 9.2 of these Regulations.

 

18. The State joint stock company “Maritime Administration of Latvia” shall publish the information regarding the organisation and the authorisation agreement entered into with it in the newspaper “Latvijas Vēstnesis” [the official Gazette of the Government of Latvia]. The list of organisations shall be published on the Internet home page of the State joint stock company “Maritime Administration of Latvia”, indicating the activities, for the performance of which the relevant organisation has been certified, the period of validity of the Certificate of Compliance, as well as the scope of authorisation and the period of validity of the authorisation if an authorisation agreement has been entered into by and between the State joint stock company “Maritime Administration of Latvia” and the organisation.

 

19. If after submitting a submission the information provided to the Ship and Port Security Inspectorate for the receipt of the Certificate of Compliance has changed, a merchant shall notify the Ship and Port Security Inspectorate thereof in writing within three working days after the changes.

 

20. If the name, type or legal address of a merchant has been changed during the period of validity of the Certificate of Compliance, the merchant shall, within five working days after the changes, notify the Ship and Port Security Inspectorate thereof in writing . Documents confirming the changes shall be appended to the submission. The State joint stock company “Maritime Administration of Latvia” shall, within 15 days after receipt of the submission, issue a new Certificate of Compliance. Upon receipt of the new Certificate of Compliance, the merchant shall return the issued Certificate of Compliance if it is at the disposal of a merchant.

 

21. If the Certificate of Compliance is damaged, stolen or lost, a merchant shall notify the Ship and Port Security Inspectorate thereof in writing. The State joint stock company “Maritime Administration of Latvia” shall, within five working days, issue a duplicate of the Certificate of Compliance.

 

22. An organisation shall ensure the observance of requirements referred to in Annex 2 to these Regulations in operation of the organisation during the period of validity of the Certificate of Compliance.

 

23. The Ship and Port Security Inspectorate shall take a decision regarding the cancellation of the Certificate of Compliance, if the following facts have been determined in the operation of an organisation:

23.1. non-compliance with the requirements referred to in Annex 2 to these Regulations;

23.2. systematic non-compliance of the security plans prepared by the organisation with the security requirements (by assessing the frequency of submission of plans non-complying with the security requirements and the nature of non-compliance);

23.3. non-compliance of the knowledge and skills of organisation’s employees with the requirements specified in the field of security of ports, port facilities and ships;

23.4. performance of audits, which does not conform with the security requirements;

23.5. international interim ship security certificates or compliance acknowledgments (in the international ship security certificate) have been issued to ships, which do not comply with the security requirements;

23.6. training of the security personnel has not been performed in accordance with the approved training programme or security requirements;

23.7. information has not been provided in accordance with the requirements referred to in Paragraphs 19 and 20 of these Regulations;

23.8. false information has been provided;

23.9. the organisation has terminated operation; or

23.10. the Ship and Port Security Inspectorate is hindered to perform the audit of the organisation in accordance with Chapter III of these Regulations. 

 

24. If the Certificate of Compliance is cancelled or the period of validity thereof has expired, the Certificate of Compliance shall be handed over to the Ship and Port Security Inspectorate within five working days after taking of the decision or the expiry of the period of validity thereof. 

 

III. Supervision of Organisations

 

25. The Ship and Port Security Inspectorate shall, not less than once in two years, perform the audit of organisations. The Ship and Port Security Inspectorate may also perform an extraordinary audit, if information causing suspicions that an organisation fails to comply with the requirements referred to in Annex 2 to these Regulations is at the disposal thereof.

 

26. In order to perform the duties referred to in Paragraph 25 of these Regulations, the Ship and Port Security Inspectorate has the right to request an organisation to provide all the necessary information, indicating in the request the legal context thereof, the necessary information and the time period within which the information must be provided. 
 

27. The Ship and Port Security Inspectorate has the right to question any natural person or legal person in order to obtain the information regarding the organisation to be audited.

 

28. In order to perform the audit referred to in Paragraph 25 of these Regulations, the Ship and Port Security Inspectorate has the right to perform all the necessary checks. During the check the officials of the Ship and Port Security Inspectorate have the right to:

28.1. enter all premises, land properties and vehicles of the organisation;

28.2. examine documents of the organisation, which are related to the operation thereof, regardless of the type of storage of the documents;

28.3. obtain copies of the documents referred to in Sub-paragraph 28.2 of these Regulations; and

28.4. request explanation from any employee or representative of the organisation regarding the facts or documents related to the subject of the audit.

 

29. Prior to the commencement of the check referred to in Paragraph 28 of these Regulations an official of the Ship and Port Security Inspectorate shall notify the head of the organisation or his or her substitute regarding the subject and objective of the check.

 

30. The Ship and Port Security Inspectorate may also perform the ship checks in order to ascertain the compliance of the checks performed by organisations with the security requirements.

 

31. The officials of the Ship and Port Security Inspectorate shall exercise the powers specified in Paragraphs 27, 28 and 30 of these Regulations, by presenting a service identification document.

 

32. After completion of the audit referred to in Paragraph 25 of these Regulations the Ship and Port Security Inspectorate shall, within a time period of 30 days, prepare a report regarding the audit. The report shall specify the following information:

32.1. the objective of the audit;

32.2. the scope of the audit;

32.3. the performers of the audit;

32.4. the time of the audit;

32.5. information regarding the organisation (the name, registration number, legal address, the date of issuance, the number, the period of validity and certified activities of the Certificate of Compliance);

32.6. information regarding the deficiencies determined in the operation of the organisation during the audit, the scope thereof and the corrections performed during the audit;

32.7. conclusions regarding the compliance of the organisation with the requirements referred to in Annex 2 to these Regulations;

32.8. conclusions regarding the compliance of the operation of the organisation with the authorisation agreement, if the authorisation agreement has been entered into with the organisation;

32.9. conclusions regarding other reasons due to which a decision regarding cancellation of the Certificate of Compliance may be taken, if such conclusions have been made; and

32.10. proposals for elimination of deficiencies determined in the audit.

 

33. The officials of the Ship and Port Security Inspectorate who have performed the audit shall sign the report prepared in accordance with Paragraph 32 of these Regulations and send it to the organisation. If, in accordance with the results of the audit, there is a reason to take a decision regarding cancellation of a certificate, the relevant decision shall also be sent together with the report.

 

IV. Closing Provisions

 

34. Paragraph 9 of Annex 2 to these Regulations shall come into force from 1 July 2008. In accordance with Paragraph 8 of Annex 2 to these Regulations an organisation has a duty to ensure the keeping of an official secret and to prevent illegal distribution (use) thereof also until receipt of the industrial security certificate.

 

35. Paragraph 21 of Annex 2 to these Regulations shall come into force from 1 January 2008.

 

Informative Reference to European Union Directive

 

These Regulations include legal norms arising from Directive 2005/65/EC of the European Parliament and the Council of 26 October 2005 on enhancing port security.

 

 

Prime Minister 


A. Kalvītis

 

Minister for Transport 

A. Šlesers

Annex 1
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Atzītās aizsardzības organizācijas

ATBILSTĪBAS SERTIFIKĀTS

Certificate of Compliance of the Recognized Security Organization
 

Valsts akciju sabiedrība

LATVIJAS JŪRAS ADMINISTRĀCIJA

Maritime Administration of Latvia
	Rīgā
	Nr. _____

	Riga
	No. 


Pamatojoties uz iesniegto dokumentu pārbaudi un valsts akciju sabiedrības "Latvijas Jūras administrācija" lēmumu, valsts akciju sabiedrība "Latvijas Jūras administrācija" apliecina, ka sertifikātā minētais komersants

	 

	(name of legal person or given name, surname of natural person)


atbilst atzītās aizsardzības organizācijas prasībām, kas noteiktas šādos normatīvajos aktos

On the basis of examination of submitted documents and a decision of the Maritime Administration of Latvia, the Maritime Administration of Latvia certifies that the merchant referred to in this Certificate corresponds to the requirements for Recognized Security Organization, which are included in the following regulatory enactments
 
	 

	 

	 

	 

Atzītā aizsardzības organizācija

Recognized Security Organization
	 

	
	(nosaukums/name)

	 
	 

	 
	(juridiskā adrese/address)

	 
	 


	tiek sertificēta šādām darbībām

Certificated actions
	 

	
	 

	 
	 

	 
	 


 

Atzītā aizsardzības organizācija ir atbildīga par sertificēto darbību atbilstību normatīvajos aktos noteiktajām prasībām.

Recognized Security Organization is responsible for concordance of certificated actions to the requirements for Recognized Security Organization.
 

	Sertifikāts derīgs līdz
	 

	Certificate is valid until
	(datums/date)


 

	Valsts akciju sabiedrības "Latvijas Jūras administrācija" direktors
	 

	Director
	(paraksts un tā atšifrējums/

signature and full name)


 

Datums _________________

Date
 

Place for a seal

 

 

Minister for Transport 

A. Šlesers

Annex 2

Cabinet Regulation No. 767
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Minimum Requirements for Recognised Security Organisations

 

1. Appropriate knowledge and experience in the security of ships, ports and port facilities.

 

2. Knowledge of ship and port operations corresponding to the security requirements, including knowledge of port design and construction, if services in the field of ship security are provided, and of port design and construction, if services in the field of security of ports and port facilities are provided.

 

3. Appropriate knowledge of other operations essential for security, which may potentially affect the ship, port and port facility security.

 

4. The ability to assess the possible security risks, which could occur during the exploitation of ship, port and port facility, as well as during the ship-port or ship-ship interaction, and knowledge of how to reduce such risks to the minimum.

 

5. Provision with technical, organisational and support personnel complying with the security requirements, capable to develop and maintain operational procedures of a recognised security organisation.

 

6. The ability to provide and improve the competence of employees.

 

7. The ability to constantly monitor the trustworthiness of the employees.

 

8. The ability to maintain appropriate measures to avoid unauthorised disclosure of, or access to, security-sensitive materials.

 

9. The industrial security certificate has been received in accordance with the Law On Official Secrets.

 

10. Knowledge regarding the security requirements.

 

11. Knowledge of the current security threats and patterns thereof.

 

12. Knowledge of recognition and detection of weapons, dangerous substances and devices.

 

13. Knowledge of how to recognise persons, on a non-discriminatory basis, who are likely to threaten security, i.e. knowledge of characteristics and behavioural patterns of these persons.

 

14. Knowledge of techniques used to circumvent security measures.

 

15. Knowledge of security and monitoring equipment and systems, as well as their operational limitations.

 

16. The compliance of the size, structure, experience and abilities of a recognised security organisation with the modus operandi thereof.

 

17. A recognised security organisation shall allow the ship and port security inspectors and other interested persons to participate in the development of procedures thereof.

 

18. Appropriate technical, administrative and organisational competence of a recognised security organisation shall guarantee the provision of services in time.

 

19. The readiness of a recognised security organisation to provide the information related to the ship, port and port facilities security to the ship and port security inspectors.

 

20. Defined and documented policy and quality objectives of a recognised security organisation, as well as introduction of policy ensured in all levels of the recognised security organisation. 

 

21. Quality system developed, introduced and maintained in accordance with the national standard LVS EN ISO 9001-2001 L Quality Management Systems.

 

 

Minister for Transport 

A. Šlesers
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