The Saeima 1 has adopted and
the President has proclaimed the following law:


Law on Digital Operational Resilience and Use of Artificial Intelligence in Financial Markets
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Chapter I
General Provisions
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Section 1. Terms Used in the Law

(1) The following terms are used in the Law:
1) issuer of asset-referenced tokens – an issuer of asset-referenced tokens within the meaning of Article 3(1), points (6) and (10) of Regulation (EU) 2023/1114 of the European Parliament and of the Council of 31 May 2023 on markets in crypto-assets, and amending Regulations (EU) No 1093/2010 and (EU) No 1095/2010 and Directives 2013/36/EU and (EU) 2019/1937 (hereinafter – Regulation No 2023/1114);
2) information and communication technology (ICT) related incident (hereinafter – the ICT-related incident) – an information and communication technology-related incident within the meaning of Article 3(8) of Regulation (EU) 2022/2554 of the European Parliament and of the Council of 14 December 2022 on digital operational resilience for the financial sector and amending Regulations (EC) No 1060/2009, (EU) No 648/2012, (EU) No 600/2014, (EU) No 909/2014 and (EU) 2016/1011 (hereinafter – Regulation No 2022/2554);
3) ICT third-party risk – an ICT risk related to third parties within the meaning of Article 3(18) of Regulation No 2022/2554;
4) significant cyber threat – a significant cyber threat within the meaning of Article 3(13) of Regulation No 2022/2554;
5) major ICT-related incident – a major ICT-related incident within the meaning of Article 3(10) of Regulation No 2022/2554;
6) major operational or security payment-related incident – a major operational or security payment-related incident within the meaning of Article 3(11) of Regulation No 2022/2554;
7) central counterparty – a central counterparty within the meaning of Article 2(1) of Regulation (EU) No 648/2012 of the European Parliament and of the Council of 4 July 2012 on OTC derivatives, central counterparties and trade repositories (hereinafter – Regulation No 648/2012);
8) central securities depository – a central securities depository within the meaning of Article 2(1)(1) of Regulation (EU) No 909/2014 of the European Parliament and of the Council of 23 July 2014 on improving securities settlement in the European Union and on central securities depositories and amending Directives 98/26/EC and 2014/65/EU and Regulation (EU) No 236/2012;
9) parent financial holding company in a Member State – a parent financial holding company in a Member State within the meaning of Article 4(1)(30) of Regulation (EU) No 575/2013 of the European Parliament and of the Council of 26 June 2013 on prudential requirements for credit institutions and investment firms and amending Regulation (EU) No 648/2012 (hereinafter – Regulation No 575/2013);
10) parent mixed financial holding company in a Member State – a parent mixed financial holding company in a Member State within the meaning of Article 4(1)(32) of Regulation No 575/2013;
11) trade repository – a trade repository within the meaning of Article 2(2) of Regulation No 648/2012;
12) data reporting service provider – an approved publication arrangement, a consolidated tape provider, an approved reporting mechanism within the meaning of Article 2(1), points (34), (35), and (36) of Regulation (EU) No 600/2014 of the European Parliament and of the Council of 15 May 2014 on markets in financial instruments and amending Regulation (EU) No 648/2012;
13) digital operational resilience – digital operational resilience within the meaning of Article 3(1) of Regulation No 2022/2554;
14) EU parent financial holding company – a European Union parent financial holding company within the meaning of Article 4(1)(31) of Regulation No 575/2013;
15) EU parent mixed financial holding company – a European Union parent mixed financial holding company within the meaning of Article 4(1)(33) of Regulation No 575/2013;
16) financial holding company – a financial holding company within the meaning of Article 4(1)(20) of Regulation No 575/2013;
17) ICT concentration risk – an ICT concentration risk within the meaning of Article 3(29) of Regulation No 2022/2554;
18) ICT risk – an ICT risk within the meaning of Article 3(5) of Regulation No 2022/2554;
19) importer – an importer within the meaning of Article 3(6) of Regulation (EU) 2024/1689 of the European Parliament and of the Council of 13 June 2024 laying down harmonised rules on artificial intelligence and amending Regulations (EC) No 300/2008, (EU) No 167/2013, (EU) No 168/2013, (EU) 2018/858, (EU) 2018/1139 and (EU) 2019/2144 and Directives 2014/90/EU, (EU) 2016/797 and (EU) 2020/1828 (hereinafter – Regulation No 2024/1689);
20) distributor – a distributor within the meaning of Article 3(7) of Regulation No 2024/1689;
21) cyber threat – a cyber threat within the meaning of Article 2(8) of Regulation (EU) 2019/881 of the European Parliament and of the Council of 17 April 2019 on ENISA (the European Union Agency for Cybersecurity) and on information and communications technology cybersecurity certification and repealing Regulation (EU) No 526/2013 (Cybersecurity Act);
22) crowdfunding service provider – a crowdfunding service provider within the meaning of Article 2(1)(e) of Regulation (EU) 2020/1503 of the European Parliament and of the Council of 7 October 2020 on European crowdfunding service providers for business, and amending Regulation (EU) 2017/1129 and Directive (EU) 2019/1937;
23) credit institution – a credit institution within the meaning of Article 4(1)(1) of Regulation No 575/2013;
24) credit rating agency – a credit rating agency within the meaning of Article 3(1)(b) of Regulation (EC) No 1060/2009 of the European Parliament and of the Council of 16 September 2009 on credit rating agencies;
25) crypto-asset service provider – a crypto-asset service provider within the meaning of Article 3(1)(15) of Regulation No 2023/1114;
26) critical or important function – a critical or important function within the meaning of Article 3(22) of Regulation No 2022/2554;
27) administrator of critical benchmarks – an administrator of critical benchmarks within the meaning of Article 3(1), points (6) and (25) of Regulation (EU) 2016/1011 of the European Parliament and of the Council of 8 June 2016 on indices used as benchmarks in financial instruments and financial contracts or to measure the performance of investment funds and amending Directives 2008/48/EC and 2014/17/EU and Regulation (EU) No 596/2014;
28) artificial intelligence system (hereinafter also – the AI system) – an artificial intelligence system within the meaning of Article 3(1) of Regulation No 2024/1689;
29) small enterprise – a small enterprise within the meaning of Article 3(63) of Regulation No 2022/2554;
30) microenterprise – a micro-enterprise within the meaning of Article 3(60) of Regulation No 2022/2554;
31) small and non-interconnected investment firm – a small and non-interconnected investment firm within the meaning of Article 12(1) of Regulation (EU) 2019/2033 of the European Parliament and of the Council of 27 November 2019 on the prudential requirements of investment firms and amending Regulations (EU) No 1093/2010, (EU) No 575/2013, (EU) No 600/2014 and (EU) No 806/2014;
32) small private pension fund – a small institution for occupational retirement provision within the meaning of Article 3(53) of Regulation No 2022/2554;
33) provider – a provider within the meaning of Article 3(3) of Regulation No 2024/1689;
34) notified body – a notified body within the meaning of Article 3(22) of Regulation No 2024/1689;
35) authorised representative – an authorised representative within the meaning of Article 3(5) of Regulation No 2024/1689;
36) ICT third-party service provider – a third party providing ICT services within the meaning of Article 3(19) of Regulation No 2022/2554;
37) deployer – a deployer within the meaning of Article 3(4) of Regulation No 2024/1689;
38) securitisation repository – a securitisation repository within the meaning of Article 2(23) of Regulation (EU) 2017/2402 of the European Parliament and of the Council of 12 December 2017 laying down a general framework for securitisation and creating a specific framework for simple, transparent and standardised securitisation, and amending Directives 2009/65/EC, 2009/138/EC and 2011/61/EU and Regulations (EC) No 1060/2009 and (EU) No 648/2012;
39) medium-sized enterprise – a medium-sized enterprise within the meaning of Article 3(64) of Regulation No 2022/2554.
(2) In addition to that specified in Paragraph one of this Section, the terms used in this Law correspond to the terms used in the following relevant laws:
1) alternative investment fund manager – to the term used in the Law on Alternative Investment Funds and Managers Thereof;
2) ancillary insurance intermediary – to the term used in the Insurance and Reinsurance Distribution Law;
3) insurance undertaking – to the term used in the Insurance and Reinsurance Law;
4) insurance intermediary – to the term used in the Insurance and Reinsurance Distribution Law;
5) electronic money institution – to the term used in the Law on Payment Services and Electronic Money;
6) investment firm – to the term used in the Law on Investment Firms;
7) investment management company – to the term used in the Law on Investment Management Companies;
8) information and communication technologies – to the term used in the National Cybersecurity Law;
9) mixed financial holding company – to the term used in the Financial Conglomerates Law;
10) start-up company – to the term used in the Law on Aid for the Activities of Start-up Companies;
11) account information service provider – to the term used in the Law on Payment Services and Electronic Money;
12) credit union – to the term used in the Law on Credit Unions;
13) payment institution – to the term used in the Law on Payment Services and Electronic Money;
14) reinsurance undertaking – to the term used in the Insurance and Reinsurance Law;
15) reinsurance intermediary – to the term used in the Insurance and Reinsurance Distribution Law;
16) pension scheme member – to the term used in the Private Pension Fund Law;
17) pension scheme – to the term used in the Private Pension Fund Law;
18) private pension fund – to the term used in the Private Pension Fund Law;
19) trading venue – to the term used in the Financial Instrument Market Law;
20) network and information system – to the term used in the National Cybersecurity Law.
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Section 2. Purpose of the Law

The purpose of the Law is to ensure digital operational resilience and safe use of artificial intelligence in financial markets.
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Section 3. Scope of Application of the Law

The Law prescribes the application of the requirements for digital operational resilience and the use of artificial intelligence in financial markets.
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Chapter II
Application of Requirements for Digital Operational Resilience and Use of Artificial Intelligence
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Section 4. Financial Market Participants Subject to Requirements for Digital Operational Resilience

Taking into account Article 2(1) of Regulation No 2022/2554, the requirements for digital operational resilience shall be applied to the following financial market participants, i.e. financial entities:
1) an alternative investment fund manager;
2) an issuer of asset-referenced tokens;
3) an ancillary insurance intermediary;
4) an insurance undertaking;
5) an insurance intermediary;
6) a central counterparty;
7) a central securities depository;
8) a trade repository;
9) a data reporting service provider;
10) an electronic money institution;
11) an investment firm;
12) an investment management company;
13) a crowdfunding service provider;
14) an account information service provider;
15) a credit institution;
16) a credit rating agency;
17) a crypto-asset service provider;
18) an administrator of critical benchmarks;
19) a payment institution;
20) a reinsurance undertaking;
21) a reinsurance intermediary;
22) a private pension fund;
23) a trading venue;
24) a securitisation repository.
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Section 5. Financial Market Participants Subject to Simplified Requirements for Digital Operational Resilience

Taking into account Article 16(1) and (2) of Regulation No 2022/2554, the simplified requirements for digital operational resilience shall be applied to the following financial market participants, i.e. financial entities:
1) an electronic money institution within the meaning of Section 1, Clause 2.1, Sub-clause “b” of the Law on Payment Services and Electronic Money;
2) a financial holding company, a mixed financial holding company, a parent financial holding company in a Member State, an EU parent financial holding company, a parent mixed financial holding company in a Member State, an EU parent mixed financial holding company;
3) a payment institution within the meaning of Section 1, Clause 2, Sub-clause “b” of the Law on Payment Services and Electronic Money;
4) a small and non-interconnected investment firm;
5) a small private pension fund.
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Section 6. Financial Market Participants Not Subject to Requirements for Digital Operational Resilience

(1) Taking into account Article 2(3) and (4) of Regulation No 2022/2554, the requirements for digital operational resilience shall not be applied to the following financial market participants:
1) an alternative investment fund manager if the activities and amount of assets of the alternative investment funds under its management conform to at least one of the following conditions:
a) the alternative investment fund manager itself, or through a commercial company to which it has delegated management services, or with which it has close links, or in which it has a qualifying holding, manages the assets of alternative investment funds (including assets acquired by using leverage) that do not reach EUR 100 million in total;
b) the alternative investment fund manager itself, or through a commercial company to which it has delegated management services, or with which it has close links, or in which it has a qualifying holding, manages the assets of alternative investment funds that do not reach EUR 500 million in total, provided that operational rules of none of the alternative investment funds provide for the use of leverage and the repurchase of investment units within five years from the day on which the first investment is made in the alternative investment fund;
2) an insurance undertaking and a reinsurance undertaking which meet the following conditions:
a) the annual gross proceeds from the written premiums do not exceed EUR 5.4 million;
b) the total amount of gross technical provisions, in accordance with Section 98, Paragraphs one and two of the Insurance and Reinsurance Law, without any deduction of the amounts which are recoverable from reinsurance contracts and special purpose entities, do not exceed EUR 26.6 million;
c) for an entity of a group of companies, the total amount of gross technical provisions of the group of companies, without any deduction of the amounts which are recoverable from reinsurance contracts and special purpose entities, do not exceed EUR 26.6 million;
d) the insurance or reinsurance services do not include liability, credit and suretyship insurance risks, unless it is an ancillary risk within the meaning of Section 20, Paragraph one of the Insurance and Reinsurance Law;
e) the insurance or reinsurance services do not include reinsurance services exceeding EUR 0.6 million of its gross proceeds from written premiums or EUR 2.7 million of its total amount of gross technical provisions, without any deduction of the amounts which are recoverable from reinsurance contracts and special purpose entities, or more than 10 per cent of its gross proceeds from written premiums, or more than 10 per cent of its technical provisions, gross amounts, and total amount of gross technical provisions, without any deduction of the amounts which are recoverable from reinsurance contracts and special purpose entities;
f) none of the amounts referred to in Paragraph one, Clause 2, Sub-clause “a”, “b”, “c”, or “e” of this Section have been exceeded within the last three consecutive years, and it is not intended to exceed them within the next five years;
3) an insurance intermediary, a reinsurance intermediary, or an ancillary insurance intermediary that is a micro, small, or medium-sized enterprise;
4) natural and legal persons within the meaning of Section 101, Paragraph seven, Clauses 2, 3, 4, 6, 7, 9, 12, 13, 15, and 16 of the Financial Instrument Market Law;
5) a credit union;
6) a small private pension fund whose registered pension schemes together have not more than 15 pension scheme members;
7) a giro settlement agent.
(2) If any of the amounts specified in Paragraph one, Clause 2, Sub-clauses “a”, “b”, “c”, or “e” of this Section are exceeded over a period of three consecutive years, then the requirements for digital operational resilience shall be applied to the insurance undertaking and the reinsurance undertaking starting from the fourth year.
(3) Latvijas Banka shall establish the requirements for the management of digital operational resilience risks and the management of operations of information security, and information and communication technologies in the field of digital operational continuity and resilience for the financial market participants referred to in Paragraph one of this Section.
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Section 7. Financial Market Participants Subject to Requirements for the Use of Artificial Intelligence

The requirements specified in Regulation No 2024/1689 for the use of artificial intelligence shall be applied to the financial market participants, i.e. financial entities, referred to in Sections 4 and 5 of this Law, and to the credit union referred to in Section 6, Paragraph one, Clause 5 of this Law in accordance with Article 2 of Regulation No 2024/1689.
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Chapter III
Supervision in the Field of Digital Operational Resilience and the Use of Artificial Intelligence
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Section 8. Rights and Obligations of Latvijas Banka

(1) Latvijas Banka shall supervise the requirements for digital operational resilience in accordance with Article 46 of Regulation No 2022/2554.
(2) In the implementation of supervision, Latvijas Banka has the rights specified in Article 50(2) of Regulation No 2022/2554.
(3) Latvijas Banka shall determine a methodology for the assessment of losses incurred by a financial market participant, i.e. a financial entity, due to major ICT-related incidents.
(4) Latvijas Banka has the right to lay down the requirements for information exchange and reporting on a major ICT-related incident and the procedures for receiving data from the information register on the third parties providing ICT services.
(5) Latvijas Banka shall supervise the requirements for the use of artificial intelligence in accordance with Article 74(6) of Regulation No 2024/1689.
(6) Latvijas Banka shall provide the European Central Bank with information which has been obtained while supervising the compliance with the requirements for the use of artificial intelligence and which may be useful for the prudential supervision of a credit institution.
(7) In order to ensure digital operational resilience and safe use of artificial intelligence in accordance with the requirements of this Law and directly applicable legal acts of the European Union, Latvijas Banka has the right to lay down other requirements additionally regulating digital operational resilience or the use of artificial intelligence, and the procedures for compliance with such requirements in the fields not regulated by directly applicable legal acts of the European Union, including taking into account the decisions taken, guidelines, and recommendations of the European Banking Authority, the European Insurance and Occupational Pensions Authority, or the European Securities and Markets Authority.
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Section 9. Obligation of Financial Market Participants

In order to ensure compliance with the requirements of Regulation No 2022/2554, the financial market participants, i.e. financial entities, referred to in Sections 4 and 5 of this Law shall inform Latvijas Banka of any significant changes, including all circumstances that may adversely affect the future operation of the financial entity, or changes in the information provided by it to Latvijas Banka.
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Chapter IV
Liability
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Section 10. Sanctions and Administrative Measures

(1) Latvijas Banka is entitled to impose the following sanctions on a person responsible for a violation in relation to the failure to comply with the requirements of Regulation No 2022/2554:
1) a warning;
2) a fine of up to EUR 700 000 on a natural person or up to EUR 5 million or up to three per cent of the total annual turnover, whichever is higher, on a legal person for the violations referred to in Section 11, Paragraph one of this Law.
(2) Latvijas Banka has the right to investigation and application of sanctions and administrative measures, as specified in Article 50(2) of Regulation No 2022/2554.
(3) Latvijas Banka is entitled to impose the following sanctions on a person responsible for a violation in relation to the failure to comply with the requirements of Regulation No 2024/1689:
1) a warning;
2) a fine of up to EUR 35 million on a natural person for the violation referred to in Section 11, Paragraph two, Clause 1 of this Law;
3) a fine of up to EUR 15 million on a natural person for the violation referred to in Section 11, Paragraph two, Clause 2, 3, 4, 5, 6, 7, 8, 9, or 10 of this Law;
4) a fine of up to EUR 7.5 million on a natural person for the violation referred to in Section 11, Paragraph two, Clause 11 of this Law;
5) a fine of up to EUR 35 million or up to seven per cent of the total annual turnover, whichever is higher, on a legal person for the violation referred to in Section 11, Paragraph two, Clause 1 of this Law;
6) a fine of up to EUR 15 million or up to three per cent of the total annual turnover, whichever is higher, on a legal person for the violation referred to in Section 11, Paragraph two, Clause 2, 3, 4, 5, 6, 7, 8, 9, or 10 of this Law;
7) a fine of up to EUR 7.5 million or up to one per cent of the total annual turnover, whichever is higher, on a legal person for the violation referred to in Section 11, Paragraph two, Clause 11 of this Law.
(4) Latvijas Banka is entitled to impose the following administrative measures for the failure to comply with the requirements of Regulation No 2022/2554 and Regulation No 2024/1689:
1) to request that the natural or legal person who is responsible for the violation immediately ceases the relevant activity;
2) to impose a temporary prohibition on a natural person responsible for the violation from performing the duties assigned thereto until the moment when the violation is eliminated or a final ruling enters into effect, but for not longer than two years.
(5) The total annual turnover referred to in Paragraph one, Clause 2 and Paragraph three, Clauses 5, 6, and 7 of this Section shall correspond to the most recent available audited annual statement of the legal person. If the abovementioned legal person is a parent undertaking or a subsidiary of a parent undertaking that prepares consolidated annual statements in accordance with the Law on Annual Statements and Consolidated Annual Statements or consolidated financial statements in accordance with the requirements of laws and regulations of a home Member State, the relevant total turnover shall be formed by the total annual turnover.
(6) If the legal person responsible for the violation referred to in Paragraph three, Clause 5, 6, or 7 of this Section is a small enterprise, a medium-sized enterprise, or a start-up company, the fine specified in the respective Clauses shall be applied according to the smallest of the amounts indicated.
(7) Latvijas Banka is entitled to impose administrative measures separately or in addition to the sanctions.
(8) The fine imposed in accordance with this Section shall be transferred into the State basic budget.
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Section 11. Imposing of Sanctions and Administrative Measures

(1) Latvijas Banka is entitled to apply the sanctions referred to in Section 10, Paragraph one of this Law and the administrative measures referred to in Section 10, Paragraph four of this Law if a natural or legal person fails to comply with the following:
1) the requirements for ICT risk management and organisation specified in Article 5 of Regulation No 2022/2554, including ensuring of the requirements for the operation of internal governance and control framework and conformity thereof with prudential management;
2) the requirements for ICT risk management system specified in Article 6 of Regulation No 2022/2554, including establishment and maintenance of an appropriate ICT risk management system, so that the respective systems form part of the overall risk management system of financial market participants, i.e. financial entities, and it would allow them to promptly, effectively, and comprehensively mitigate the ICT risk and ensure a high level of digital operational resilience;
3) the requirements laid down in Article 7 of Regulation No 2022/2554 for the use and renewal of reliable and adequate information and communication technology systems, protocols, and tools that are appropriate for the needs of financial market participants, i.e. financial entities;
4) the requirements laid down in Article 8 of Regulation No 2022/2554 for the identification of ICT risk sources, including classification, documentation, and regular review;
5) the requirements laid down in Article 9 of Regulation No 2022/2554 for the protection and prevention of information and communication technology systems, including monitoring and control thereof to mitigate effects of the ICT risk, and also for ensuring the resilience, continuity, and availability of information and communication technology systems;
6) the requirements laid down in Article 10 of Regulation No 2022/2554 for the implementation of mechanisms to immediately detect ICT-related incidents and also for the regular testing of the respective mechanisms;
7) the requirements laid down in Article 11 of Regulation No 2022/2554 for the response and elimination of consequences, including the establishment of the business continuity policy for information and communication technology systems, and also for the ensuring and testing of business continuity plans;
8) the requirements laid down in Article 12 of Regulation No 2022/2554 for the policy and procedures for information and communication technology systems and data backups, restoration and recovery procedures and methods thereof, including the provision of a backup information and communication technology system, and also the performance of information and communication technology system checks required for ICT-related incidents;
9) the requirements laid down in Article 13 of Regulation No 2022/2554 for the personnel training and development, including the ensuring of qualified personnel of a financial entity who collect information in respect of ICT-related incidents and analyse impact thereof on the digital operational resilience of the financial market participant, i.e. financial entity, and also make operational improvements to information and communication technology systems or ensure continuity thereof;
10) the requirements laid down in Article 14 of Regulation No 2022/2554 for the crisis communication, including the establishment of crisis communication plans, informing of clients, counterparties, and the public of major ICT-related incidents or vulnerability;
11) the requirements laid down in Article 17 of Regulation No 2022/2554 for the establishment of a management process of ICT-related incidents and ensuring of the registration of ICT-related incidents and significant cyber threats;
12) the requirements laid down in Article 18 of Regulation No 2022/2554 for the classification of ICT-related incidents, determination of impact thereof, and classification of significant cyber threats;
13) the requirements laid down in Article 19 of Regulation no 2022/2554 for the reporting on significant ICT-related incidents, voluntary reporting on significant cyber threats, including reporting to Latvijas Banka and informing of clients;
14) the requirements laid down in Chapter III, including Article 23, of Regulation No 2022/2554, imposed on a credit institution, a payment institution, an electronic money institution, and an account information service provider for the reporting on major operational or security, or payment-related incidents;
15) the requirements laid down in Article 24 of Regulation No 2022/2554 for the performance of digital operational resilience tests, including appropriate general digital operational resilience testing, elimination of identified deficiencies, and a risk-based approach;
16) the requirements laid down in Article 25 of Regulation No 2022/2554 for the testing of information and communication technology tools and systems, including the adequacy and proper testing of a digital operational resilience testing programme;
17) the requirements laid down in Article 26 of Regulation No 2022/2554 for the in-depth testing of information and communication technology tools, systems, and processes, and also the in-depth testing of critical or important functions;
18) the requirements laid down in Article 27 of Regulation No 2022/2554 for the testers, including the requirements for the selection of external testers or adequacy of internal testers for the in-depth testing;
19) the requirements laid down in Article 28 of Regulation No 2022/2554 for the general principles for stable management of ICT third-party risk, including the requirements for the maintenance of ICT third-party risk strategies and reporting to Latvijas Banka on the existing and planned contracts with third parties providing ICT services;
20) the requirements laid down in Article 29 of Regulation No 2022/2554 for the initial assessment of ICT concentration risk, including identification and assessment thereof, and also the conformity of a contract with a third party providing ICT services with the digital operational resilience strategy;
21) the requirements laid down in Article 30 of Regulation No 2022/2554 for the essential terms and conditions and form of a contract between a financial market participant, i.e. a financial entity, and a third party providing ICT services;
22) the requirements laid down in Article 45 of Regulation No 2022/2554 for the appropriate procedures for the exchange of cyber threat information and intelligence data, including the requirement to report to Latvijas Banka on the participation in the exchange of the respective information and termination thereof.
(2) Latvijas Banka is entitled to apply the sanctions referred to in Section 10, Paragraph three of this Law and the administrative measures referred to in Section 10, Paragraph four of this Law if a natural or legal person fails to comply with the following:
1) the requirements laid down in Article 5 of Regulation No 2024/1689 for the prohibited artificial intelligence practices;
2) the requirements laid down in Article 16 of Regulation No 2024/1689 for the obligations of the provider of a high-risk AI system, including the requirements for the development of the high-risk AI system, and also the ensuring of the required quality management, documentation, and conformity assessment measures;
3) the requirements laid down in Article 22 of Regulation No 2024/1689 for the appointment, tasks to be carried out, and termination of authorisation of an authorised representative of the provider of a high-risk AI system, including the requirements for informing of the terminated authorisation and reasons for termination thereof;
4) the requirements laid down in Article 23 of Regulation No 2024/1689 for the obligations of an importer, including for the placing of a high-risk AI system on the market, conformity assessment, and preparation of technical documentation, and also the appointment of an authorised representative if providers of high-risk artificial intelligence are registered in third countries;
5) the requirements laid down in Article 24 of Regulation No 2024/1689 for the obligations of a distributor, including the ensuring of the conformity and documentation of a high-risk AI system, and also cooperation with Latvijas Banka;
6) the requirements laid down in Article 26 of Regulation No 2024/1689 for the obligations of an operator of a high-risk AI system, including the ensuring of control and assessment, operational supervision of an AI system, and provision of information on the use of the AI system, and also cooperation with Latvijas Banka;
7) the requirements laid down in Article 31 of Regulation No 2024/1689 for the notified bodies, including the performance of conformity assessment tasks of a high-risk AI system;
8) the requirements laid down in Article 33(1), (3), and (4) of Regulation No 2024/1689 for the subsidiaries of notified bodies and the subcontracting, including the procedures and requirements for contracts of notified bodies in respect of the performance of conformity assessment tasks of a high-risk AI system;
9) the requirements laid down in Article 34 of Regulation No 2024/1689 for the obligations of notified bodies during operations thereof, including the performance of conformity checks of a high-risk AI system and ensuring of the requirements for the information obligation;
10) the requirements laid down in Article 50 of Regulation No 2024/1689 for the obligation of the provider and operator of an AI system to ensure transparency, including the informing of the consequences of the use of the AI system and content generated or manipulated by the AI system;
11) the requirements laid down in Article 99(5) of Regulation No 2024/1689 for the obligation to provide accurate, complete, and truthful information to Latvijas Banka and notified bodies.
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Section 12. Informing of the Sanctions and Administrative Measures Imposed

(1) Latvijas Banka shall publish on its website information on the sanctions and administrative measures imposed for the violations of the requirements laid down in Regulation No 2022/2554 in accordance with Article 54 of Regulation No 2022/2554. Latvijas Banka may publish the respective information on the website without identifying the person in accordance with the conditions of Article 54(3) of Regulation No 2022/2554.
(2) Latvijas Banka shall publish on its website information on the sanctions and administrative measures imposed for the violations of the requirements laid down in Regulation No 2024/1689 after an administrative act has been notified to the natural or legal persons responsible for the violation, indicating information on the person (for a natural person – the given name and surname, for a legal person – the name and registration number) and the violation committed (type, imposed sanction, administrative measure, date of entry into effect of the decision), and also information on the contestation and appeal of the administrative act issued by Latvijas Banka, and the ruling taken.
(3) Latvijas Banka shall publish the information referred to in Paragraph two of this Section on the website without identifying the person if it establishes that the disclosure of the data of such natural person on whom a sanction or administrative measure has been imposed is not commensurate or that disclosure of the data of the natural or legal person may pose a threat to the stability of the financial market or the initiated criminal proceedings, or cause incommensurate harm to the persons involved.
(4) In the case referred to in Paragraph three of this Section, the publication of information may be postponed for a reasonable period if it is expected that the basis for publication without identifying the person will cease to exist within that period.
(5) The information made available on the website of Latvijas Banka in accordance with Paragraphs two, three, and four of this Section shall be available for as long as necessary, but not longer than five years from the date of publication thereof.
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Section 13. Statute of Limitation

(1) Latvijas Banka is entitled to initiate proceedings within five years from the day when the violation is committed but in case of a continuous violation from the day of eliminating the violation.
(2) The calculation of the statute of limitation specified in Paragraph one of this Section shall be stopped from the day of initiating the proceedings.
(3) Latvijas Banka may take the decision to impose the sanctions or administrative measures specified in this Law within two years from the day when the proceedings have been initiated.
(4) Latvijas Banka shall terminate the proceedings if the decision on the imposition of sanctions or administrative measures specified in this Law has not been taken within the time limit specified in Paragraph three of this Section.
(5) Due to objective reasons, including when the case requires prolonged establishment of facts, Latvijas Banka may, by taking a relevant decision, extend the period for deciding specified in Paragraph four of this Section for a period not exceeding three years from the day of initiating the case. The decision on extending the period shall not be subject to appeal.
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Section 14. Contestation and Appeal of an Administrative Act Issued by Latvijas Banka

(1) An administrative act issued by Latvijas Banka may be appealed by submitting a statement to the Regional Administrative Court. The court shall examine a case as the court of first instance. The case shall be examined in the composition of three judges. A judgement of the Regional Administrative Court may be appealed by submitting a cassation complaint.
(2) The contestation or appeal of the administrative act referred to in Paragraph one of this Section, except for an administrative act regarding a warning or imposition of a fine, shall not suspend the operation of this act.
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The Law contains legal norms arising from:
1) Directive 2009/138/EC of the European Parliament and of the Council of 25 November 2009 on the taking-up and pursuit of the business of Insurance and Reinsurance (Solvency II);
2) Directive 2011/61/EU of the European Parliament and of the Council of 8 June 2011 on Alternative Investment Fund Managers and amending Directives 2003/41/EC and 2009/65/EC and Regulations (EC) No 1060/2009 and (EU) No 1095/2010.
The Law shall come into force on the day following its proclamation.


The Law has been adopted by the Saeima on 11 September 2025.


President	E. Rinkēvičs

Rīga, 30 September 2025
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